I. INTRODUCTION

The Wireless Sensor Network (WSN) is an event driven paradigm that relies on the collective effort of numerous micro sensor nodes. This has several advantages over traditional sensing including greater accuracy, larger coverage area and extraction of localized features. In order to realize these potential gains, it is imperative that desired event features are reliably communicated to the sink. To accomplish this, a reliable transport mechanism is required in addition to robust modulation and media access, link error control and fault tolerant routing. The functionalities and design of a suitable transport solution for WSN are the main issues addressed in this paper. The need for a transport layer for data delivery in WSN was questioned in a recent work under the premise that data flows from source to sink are generally loss tolerant. While the need for end-to-end reliability may not exist due to the sheer amount of correlated data flows, an event in the sensor field needs to be tracked with a certain accuracy at the sink. Hence, unlike traditional communication networks, the sensor network paradigm necessitates an event to-sink reliability notion at the transport layer. This is a truly novel aspect of our work and is the main theme of the proposed Event-To-Sink Reliable Transport (ESRT) protocol for WSN. Such a notion of collective identification of data flows from the event to the sink is illustrated. Our work is also motivated by the results, which emphasize the need for congestion control in WSN. It was that exceeding network capacity can be detrimental to the observed good put. However, the authors stopped short of providing a solution to this problem.

II. LITERATURE REVIEW

Although the considerable amount of research on many aspects of sensor networking, the problems of reliable transport and congestion control are yet to be efficiently studied and addressed. The data will be urgent need for congestion control is pointed out the particular address within the discussion of infrastructure tradeoffs for WSN. However, the authors do not propose any solution for the problem they identify. In another recent work, the PSFQ (Pump Slowly, Fetch Quickly) mechanism is proposed for reliable retasking/reprogramming in WSN. PSFQ is based on slowly injecting packets into the network, but performing aggressive hop-by-hop recovery in case of packet loss. The pump operation in PSFQ simply performs controlled
flooding and requires each intermediate node to
create and maintain a data cache to be used for local
loss recovery and in-sequence data delivery. Although
this is an important transport layer
solution for WSN, it is applicable only for strict
sensor-to-sensor reliability and for purposes of
control and management in the reverse direction
from the sink to sensor nodes. Event
detection/tracking in the forward direction does not
require guaranteed end-to-end data delivery as in
PSFQ. Individual data flows are correlated and loss
tolerant to the extent that desired event features are
collectively and reliably informed to the sink. Hence,
the use of PSFQ for the forward direction
can lead to a avoid of valuable resources. In
addition to this, PSFQ is send the data address on
the particular node. So does not address packet loss
due to congestion. In contrast, ESRT is based the
data directly sent to the particular destination. ESRT
on an event-to-sink reliability model and provides
reliable event detection without any intermediate
caching requirement. ESRT also seeks to achieve
the required event detection accuracy using
minimum energy expenditure and has a congestion
control component. A novel transmission control
scheme for use at the MAC layer in WSN is
proposed in the main objective of per-node fair
bandwidth share. Energy efficiency is maintained
by controlling the rate at which MAC layer injects
packets into the channel. The transmission control a
performance pointed to the rate sensor node. If
neither considers congestion control nor addresses
reliable event detection. Event detection is reduce
the unwanted data repetition. For similar reasons,
the use of other MAC protocols like the IEEE
802.11 DCF or S-MAC that provide some form of
hop reliability is applicable for reliable event
detection in WSN

III. IMPLEMENTATION

Existing process
The Over speeding has been find out as a major
cause for traffic accidents. The accidents due to
high speed and over the rules result in crashes,
dangerous injuries and death. WHO statistics
showed that in high-income countries, speed
conttributes to about 30% of deaths on the road,
while in some low-income and middle income
countries; speed is maintained to be the main
participate factor in about half of all road crashes.
Take sevier punishment give the rules person. So
Controlling vehicles speed can prevent crashes
occurrence and reduce the impact when they occur,
lessening the severity of injuries sustained by the
victims.

Proposed methodology
In the proposed system, the implementation details
of the vehicle over speed detection system,
including a brief description of the hardware
components and software tools. Designing speed
monitoring system to monitor the speed of
crashing the vehicle in highways. Punish the driver
when the speed exceeds the maximum allowed
speed. Reporting illegal speeds to RTO Cloud
system if the driver continues with the high speed.
Establishing a secure connection between the web
server and the tracking system.

Network Clustering Phase
The network is partitioned to clusters using
clustering algorithms of LEACH with fewer
number of cluster heads possible. The cluster node
one of the long data transmission node. Once
cluster head nodes are chosen, they broadcast
beacon to advertise their presence within their
communication wide area. Based on the received
signal strength each non-cluster nodes choose their
cluster heads to which they belong. The cluster
heads nodes send their information to the static base
station also. Because of this arrangement, sensor
nodes need only low power to transmit their data to
the cluster head nodes. The cluster head nodes will
aggregate the data, keep it in their memory, and
wait for mobile sink nodes to reach near them to
collect the data. The pseudo code for the clustering
procedure, data aggregation and routing in general.

Mobile sink Navigation Phase
The main work is static sink receives the information. Once the static sink receives the cluster head information, it does a path planning to find the optimal number of sensors to unauthorized the network. The path planning proceeds as follows. From the available cluster heads, static sink picks cluster heads one by one and begins to put in one group till the time the round trip time of travel in that group is bounded by a deadline Td. If is conditionally checked the data and the time exceeded then td is created a new group. For each group, one mobile sink is allocated. If mobile sink allocated the data link for each mobile sink if the mobile sink allotted descending order. If the mobile sink order one trip the condition will be checked and how many mobile sink are expired. This type conditional checking more mobile sink group long round trip delay the more mobile process. Once the paths for mobile sinks are decided, they are made to move in the path between the cluster heads. If one of the sink is enter more mobile sinks per group if there are more mobile sink enter the process per group, any one of the single node is connected a group and start from then each mobile sinks is made to start from different nodes.

Data collection phase
The cluster head node main work store the all the data will advertise a beacon, any one requests the cluster head node to give all the data stored to the mobile sink. The cluster head node is conditionally applied, will forward all the aggregated data to the mobile sink. The mobile sink node will forward the data to the static sink. The static sink is automatically forwards the data to any application, which needs to process the data. Node deployment is done randomly and they are assumed homogeneous. Clusters are formed based on the received signal strength and the general behavior of the nodes. The residual energy of the nodes is also taken into consideration. The mobility of the sink nodes plays a important role in reducing the energy consumption. We are assuming that the sink nodes are reusable. The cluster head is important role to be data transmission. The cluster heads will appear the time slot for each node to send data to it, which will be aggregated and passed on to the nearest mobile sink. The mobile sinks collects all the sensed data from the cluster heads used it again and finally pass on to the static sink from where the user can get the information. The mobile sink process is appeared to mobile sink to cluster node the two ways aggregation process still comprising the need for each cluster head to transmit to the sink, which continuously reduces the energy consumption.

Login Module
This module is used for login and views the details about heat sensor details.

Get Data from Sensor
This module is used for get sensor details from sensor. By using this module, we can get the data and store in our local database. Using serial port we get data from heat sensor.

Show Data
By using this module, we can show the sensor received data. We use SQL data adapter and data set to show the sensor details to grid view through asp.net application.

IV. CONCLUSIONS
Energy power enhancement is always experience of concern in wireless sensor networks. In our paper an energy efficient routing algorithm with mobile sinks called MSA routing is proposed with the details about the implementation and simulation results. Extensive simulations have proved that the proposed one gives much better performance than the existing protocols like shortest hop, LEACH, modified LEACH and Artificial Bee Colony algorithms in terms of lifetime, the average energy of nodes, packet delay and the average packet delivery ratio. The current process implementation of this algorithm will serve many applications to save energy to a greater extend. The future work will be dealt in the area of finding optimal path for the movement of the sinks to save energy of the nodes by reducing the number of hops, which can established the lifetime of the entire network. In the future, we plan to study networks with multiple mobile sinks and adjustable trajectories. Furthermore, a network with fewer assumptions should be constructed and the communication delay between sensor nodes should be taken into consideration too.
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